
40+ 

Networking with peers and
cybersecurity and resilience 
luminaries

CISO 360 Americas 
Conference

Monday 12 May
Welcome Reception

Tuesday 13 May
CISO 360 Asia & Oceania - Day One 
+ Evening Networking

M a y  2 0 2 5
W Hotel  | Melbourne | Australia
www.ciso360asia.com

13 - 14

Cybersecurity Strategies to Drive
Trust and Build Resilience.
Integrated Security Leadership.
Where Are Our Resilience Gaps?Asia & Oceania

100+ 100+ 87% 
CISOs AND SENIOR

CYBERSECURITY LEADERS 
1-2-1 SPEED 
MEETINGS

INTERNATIONAL
SPEAKER PANEL 

DIRECTOR LEVEL 
OR ABOVE 

Wednesday 14 May
CISO 360 Asia & Oceania - Day Two

Spotlights, use cases, fireside chats, focused
group discussions: Cybersecurity Strategies
to Drive Trust and Build Resilience

Spotlights, use cases, fireside chats: CISO
Time to Redefine: Integrated Security
Leadership. Where Are Our Resilience Gaps? 
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Darren Argyle
Former Group Chief Information
Security Risk Officer | Advisor to the
Board Standard Chartered Bank 
SINGAPORE

Dr Sally Leivesley
Managing Director
Newrisk Limited
UK

Register Now

AGENDA AT A GLANCE
Monday 12 May

Tuesday 13 May

19:00 – 22:00 | Welcome Reception
W Hotel  Melbourne

08:30 – 17:00 | CISO 360 Asia & Oceania
Conference Day One
17:00 – 19:30 | CISO 360 Cultural
Networking. Unwind and connect.
20:00-23:00 | CISO 360 Dinner

Secure your spot today! 

Wednesday 14 May
09:30 – 16:00 | CISO 360 Asia & Oceania
Conference Day Two
16:00 – 16:30 | Sponsors’ Prize Draw,
Afternoon Tea & Goodbyes

#CISO360www.ciso360asia.com2025 EVENT BROCHURE

13-14 May 2025

W Hotel | Melbourne
Australia

MEET OUR
SPEAKERS
(PARTIAL)

“If you want to hear real CISO experiences, you must attend this event!” 
CISO, ST Engineering (Singapore)

“Fantastic – Champions League Cyber Event”
CISO, Head of Innovation, The Global Fund (Switzerland)

http://www.ciso360asia.com/
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BANK FOR LIFE

MEET OUR SPONSORS
Partial List

Emerald Enforcers Sponsors we work with
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WELCOME TO THE ANNUAL MEETING PLACE FOR THE

Asia & Oceania
CYBERSECURITY COMMUNITY 

About CISO 360 Asia & Oceania Conference

Educational and benchmarking experience for the region’s
leading CISOs and cybersecurity leaders filled with hands-on
group discussions and workshops, an unrivalled international
speaker panel and memorable networking experiences.

Event Details:
📍 W Hotel | Melbourne
🗓️ 13-14 May 2025

Key Themes - currently in development. Input is welcome!
AI + Quantum: Integrating resilient, future-ready tech
Operational Resilience: First-hand experiences of
compliance and thriving in complex landscapes
Threat Intelligence + Fusion: Modernising SOCs
CISO GRC Toolkit: Critical updates. What to work towards
in 2025: Core Controls for 2025
OT-IoT-Cyber: Leveraging and mitigating converging
trends, challenges and opportunities
Supply Chain Security: Navigating risks in an
interconnected world

Key Features:
Verticals Panels: Tackle unique security challenges in
Financial Services, Energy, Healthcare, Legal,
Manufacturing
Case Stories focus - CISO to CISO sharing
Trusted Chatham House setting for collaboration
Scenario-Based Crisis Exercises: Enhance crisis response 
360 Innovation Speed-Meetings: Discover what’s out there
with optional compact 5-minute speed-meetings!
Networking included! Dinners, cultural
activities/receptions
2 days of content and networking!

Why Do CISOs Attend?
“If you want to hear real CISO experiences, you must attend this event!”
CISO, ST Engineering (Singapore)

“Fantastic – Champions League Cyber Event”
CISO, Head of Innovation, The Global Fund (Switzerland)

“So many golden nuggets have been discussed during the conference.
Its a great community with excellent people!!”
Principal Cybersecurity Officer APAC, Siemens Energy

“It was one of the best CISO discussion I've had, thank you.” 
CISO, Pacific Basin

“One of the few must-not-miss events for every CISO. Wonderful
opportunity to learn new things, have in-depth discussions on what
really matters, with real practitioners & industry legends (still alive).”
CISO & DPO, 360 Treasury Systems AG (Germany)

“Loved the energy, the talks, the stands and the networking activities!”
CISO, Engie (France)

“CISO 360 Global Congress is **the** congress for CISOs and senior
cybersecurity practitioners to attend. Excellent scope of topics!”
CISO, DPO and Director of the Internal Control Office, Comissao do
Mercado de Valores Mobilia¡rios (Portugal)

“Once you attend CISO 360, you become a part of the family.
Community building through shared experiences makes it different
from other conferences!”
CISO, ILO – United Nations (Switzerland)

“It is hard to describe what an amazing experience it was to attend.
Excellent speakers and audience engagement, unobtrusive vendors
where productive conversations were held.” 
Global Deputy CISO, Cushman & Wakefield (UK)

“It’s one of the best conferences for cybersecurity professionals! We
exchange information with peers, we build trust among us.” 
CISO European Investment Bank (Luxembourg)

40+ 

40+
CASE STORIES,

FIRESIDE
CHATS, GROUP
DISCUSSIONS

4+
INCLUDED

NETWORKING
EVENTS IN

ONLY 2 DAYS!

INDUSTRY
EXPERT

SPEAKERS
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10:30

11:15

13:30

14:30

12:45 

 

Spotlight & Fireside Chat: Geopolitical Briefing & Questions: Global Security Horizon

Case Story: 3rd Party Supplier Risk Management

Spotlight: Legislation and Impact on Product Security
With the raft of cyber security legislation coming down the line how will this impact cyber security
teams? How will the cyber security teams cope with the volume of legislation and the extra work
that this is bound to generate? What benefits will the upcoming legislation provide to cyber
security teams in terms of the improvements to the products that they purchase? 

Spotlight: Evolving Security Leadership Challenges and Predictions

Fireside Chat: Converged Security Views 
A multi-faceted approach by practitioners from intel and threat management. Hear proven tactics
and strategies.

Morning Coffee Break + CISO 360 1-2-1 Speed-Meetings
Connect with subject matter strategists and tech luminaries in our dynamic informative 'speed-
meetings hub' to discover key market movers and shakers in 5-minute voluntary door-openers.
You’ll be pre-matched based on your interest areas. A unique opportunity to discuss real-world
challenges with our enabling Sponsors! Not to be missed!

Case Story: Modernising, Protecting and Securing

Case Story: Advanced Technologies in Intelligence

CISO 360 Innovators Panel: Enhancing Digital Trust in our Cyber Ecosystems 
Cut to the chase, ask questions and find out what's new and emerging in the cybersecurity space. A
win-win for CISOs and providers! Ask questions, gain fresh perspectives.

Why Now? Learn the inspiration behind new technologies 
What challenges do these innovations address within the cybersecurity landscape? 
Addressing the biggest trust gaps in cybersecurity today
Overcoming barriers to adoption – how to gain credibility and customer trust
Predictions for the next five years in cybersecurity

4TH CISO 360 ASIA & OCEANIA CONFERENCE
Draft Topics 

CISO 360 Focus Groups
Engage in focused, small-group discussions designed to tackle the most pressing challenges and
opportunities facing CISOs and cybersecurity leaders today. Co-led by a practitioner and a senior
strategist, benchmark practical approaches under The Chatham House Rule. Topics:

Ransomware
Identity Management
Fusion Intelligence 
Third Party Risk Management
Future Skills

Fireside Chat: Real-World AI: What are the Perils and Promises. AI Use cases
What are use cases of AI for good?
How can we differentiate between what is “pure AI” and “leveraged AI” without a roadmap?
Is AI ‘Secure by Design a utopian vision? How do we shift left with developers of AI?
How do we comprehend AI and where we are exponentially, what’s real? 
How do we validate information and set precedent?
Gamification to leverage to engage teams in understanding AI-related threats
Convergence in insurance and AI risks - deep fakes fall under fraud insurance rather than cyber 
Future AI roles and multi-skilled teams: How can we be agile not fragile!

Panel: Preparing for Quantum Computing 
What are the realities of readiness?
·How can we separate hype from reality in the quantum computing narrative?
·How can CISOs leverage value creation and mitigate risks associated with quantum
advancements?
·What insights can CISOs take from beyond the security sphere? 

Panel: First-Hand Experience of Compliance: How are CISOs Surviving and Thriving in Complex
and Interconnected Threat and Regulatory Landscapes
Discuss the realities of managing material cyber incidents in an increasingly demanding
environment. From the disruption of critical systems like email, SSO, and Active Directory to the
complexities of working with external providers while preserving legal privilege and chain of
custody, this session delves into the critical decisions organisations face. Gain insights into
emerging trends shaping operational resilience, practical communication strategies for engaging
regulators and stakeholders, and actionable advice for meeting evolving regulatory requirements.

Cybersecurity preparedness:
Incident response and recovery
Adhering to multiple frameworks 
Maintaining trust with stakeholders, customers, and regulators during disruptions, while
protecting legal privilege and sensitive data

#CISO360www.ciso360asia.com2025 EVENT BROCHURE
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15:15

17:25 
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4TH CISO 360 ASIA & OCEANIA CONFERENCE
Draft Topics

Fireside Chat: Around the World Cyber – How are we Protecting Global Supply Chains? What’s
Next? How can we Stay Prepared? Where are the business challenges and opportunities in Cyber? 

How are businesses anticipating and adapting? 
War impacts on cyber
Underwater and Space. 
Europe 
Americas 
Africa and Middle East

Case Story: Fighting Cyber Crime 

Panel: The Evolving Role of the CSO and Future Skills
How does the CSO add value now - and what is the importance of the link with the CISO. The risks
are all interconnected. The context of the CSO’s evolving role is that, given how dramatically the
world has changed in recent years, the role of the CSO must have changed also - or else he is now
behind the curve……so how has the role changed and why?? CSOs, CISOs, Intelligence leaders
explore how to stay ahead in a fast-changing industry and the evolving landscape of security
careers.

Do traditional models still apply in an increasingly complex environment?
Sourcing and retaining top talent in an era dominated by AI and social platforms 
Predictions for new job titles and areas of growth
How to appeal to and nurture younger people within the security workforce

Case Story: Navigating Data Sovereignty and Securing Data in a Fragmented Regulatory
Landscape
In an era of global operations and complex regulations, data sovereignty poses critical challenges
for CISOs. This real world case story will explore how an organisation tackled compliance with cross-
border data laws, managed cloud provider risks, and ensured operational efficiency while meeting
sovereignty requirements. Learn how they balanced security, legal obligations, and scalability.

CISO 360 Focus Groups – By Area
Engage in focused, small-group discussions designed to tackle the most pressing challenges and
opportunities facing CISOs today. Across themed tables, each co-led by a fellow CISO and a senior
strategist, participants will exchange ideas and strategies while diving deep into key topics. Note-
takers at each table will capture non-attributed insights under The Chatham House Rule, with the
collective output forming actionable takeaways for post-event distribution.

Red Teaming and Computer Simulation Techniques1.
Third-Party Risk in the Supply Chain2.
Future Skills, Roles, and Reporting Lines: How the role of the CISO is evolving in the next
decade

3.

Responding to Ransomware4.

Spotlight: CISO 360 Insurance

CISO 360 Focus Groups – By Sector
Engage in focused, small-group discussions designed to tackle the most pressing challenges and
opportunities facing CISOs today. Across themed tables, each co-led by a fellow CISO and a senior
strategist, participants will exchange ideas and strategies while diving deep into key topics. Note-
takers at each table will capture non-attributed insights under The Chatham House Rule, with the
collective output forming actionable takeaways for post-event distribution.

Case stories: HealthSec
Protecting Patient Data – Ensuring compliance with regulations
Ransomware– Preventing attacks targeting critical healthcare operations
Securing IoMT Devices – Safeguarding medical devices connected to networks
Third-Party Risk Management – Vetting vendors and supply chains
Incident Response Planning – Rapid recovery from breaches or outages

With CISOs and luminaries from the healthcare sector

Case stories: EnergySec. Operational Technology (OT) Security – Protecting industrial control
systems (ICS) and SCADA networks

Safeguarding energy grids, pipelines, and facilities
Ransomware– preventing disruptions to operations 
Regulatory Compliance – Meeting industry mandates
Physical and cyber convergence 
Resilience and Disaster Recovery –recovery from cyber incidents or outages
Protecting upstream and downstream operations.

CISOs from the extractives, utilities, power, and energy sectors

Case stories: Financial Services
Protecting against phishing, identity theft, and fraud
Ransomware - Securing critical banking operations from attacks
Regulatory compliance 
Zero Trust Architecture – Enhancing access control
Data Encryption – Protecting sensitive financial data 
Cloud Security – Securing data in hybrid cloud environments
Leveraging AI to detect anomalies in transactions
·Insider Threat – Monitoring privileged access and behavioural patterns

With CISOs and luminaries from the financial services sector

Panel: Bridging the Gap – CIO-CISO Collaborative Leadership for Innovation
Strategies for balancing innovation and risk management
Real-world examples of successful CIO-CISO partnerships
Digital transformation and modernising legacy systems

Spotlight: Combating Misinformation, Disinformation and Harmful Content 
·      Ensuring security and integrity of our ecosystems
·      Building trust in critical national infrastructures
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Spotlight: AI Security and Safety - DeepSeek, LLMs Controls and Challenges
 
Panel Case Stories: Sharing AI Use Cases in Security Teams Today: How is AI Supporting
Corporate Security & Intelligence?
Practitioners share current uses cases and pros of AI for surveillance, intelligence, threat
prediction, and crisis management.

How can cybersecurity strategies evolve to stay ahead transformative AI technologies?
Good vs bad AI: How can we differentiate between what is “pure AI” and “leveraged AI”
without a roadmap?
Is AI ‘Secure by Design a utopian vision? How do we shift left with developers of AI?

Case Story: Active Defense, Hacking Back 

Case Story: Responding to Ransomware

Panel Case Stories: CISO Survival Stories - Attack and Response War Stories 
Participate and share stories and lessons learned in a Chatham House Rule environment.
Discover how others have probably had similar experiences and learn how they dealt with
them. A serious but nevertheless fun session where seasoned speakers and volunteers
share security war stories f rom their past now that the statutes of limitations have ended.
Great learnings for all f rom the tales that can f inally be told! 

Fireside Chat: Risk, Productivity, Security: Striking the Right Balance for Success
Are layers of risk management and cybersecurity controls inadvertently stifling
productivity? How can we focus on root causes rather than symptoms?
CISO Board Metrics: What metric gets the most reaction when I share it with the board?

4TH CISO 360 ASIA & OCEANIA
Draft Topics
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Americas

Enquiries: teampulse@pulseconferences.com 

Providers & Consultants.
£2,000
Limited places for advisories or consultants to
experience the event first, meet clients and build
your business network! Limited number available
per event. 

CISOs, CSOs, security, risk, intelligence,
practitioners. 

Complimentary Basis
Available to book by in-house practitioners and
executives roles who are not providing services,
products or advice directly or indirectly to the
security community. 

Pulse Conferences reserves the right to approve the
correct tier. Cancellation terms apply. Read more 

DELEGATE 

BOOK ONLINE 

PRICING AND REGISTRATION INFORMATION 

PASS INCLUDES: CISO 360 Asia & Oceania
Conference

Certificate, 
Materials, Photos.. 

Evening Networking
Events

Inclusions
Entry to 4th CISO 360 Asia & Oceania (13-14 May 2025)
Invitation to join all confirmed networking events (evenings 12 an 13 May, Partners are
welcome)
Lunches and daily refreshments
Post-event: Certificate of attendance soft copy provided post-event on request,
presentation materials, output report
Invitation to join Security 360 Circle, monthly virtual roundtables and 360 community
events near you.

Exclusions
Travel and accommodation and all other costs associated with planning for / joining
the event

NETWORKING PASS

Our Venue 
W Hotel 
408 Flinders Lane - Melbourne
Victoria 3000 Australia
Website

Sitting in the heart of the Melbourne CBD on the iconic Flinders
Lane, the luxury hotel takes its design cues from the laneways
that it sits between. Extending the laneway culture inside, 294
bold rooms and suites peel back the layers and revel in the
city’s creative history. Expect colourful murals, amusing graffiti,
and eye-catching modern sculptures. Head to Level 14 for the
state-of-the-art FIT gym then dip and a sip poolside in WET®,
all whilst soaking up city skyline views at our luxury hotel in
Melbourne’s CBD.

Discounted Accommodation - Event rates!
Pulse can offer discounted room rates at the W Melbourne
for the 4th CISO 360 Asia & Oceania Americas Conference.
Single occupancy: AUD 410 (+ 10% federal tax). 

BOOK HOTEL 

M a y  2 0 2 5
W Hotel  | Melbourne
www.ciso360asia.com

13-14

2 Days of Security Leadership

VENUE & ACCOMMODATION
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1-2-1 SPEED MEETINGS. 
COMPACT. 1 HOUR. INNOVATION.

ESTABLISH BETTER 3RD PARTY RELATIONSHIPS 
SEE WHAT’S OUT THERE. TAP INTO SECURITY INNOVATION 
SHARE PAINPOINTS & GET INITIAL FREE ADVICE
OPTIONAL & TIME EFFICIENT COMPACT 1-2-1 SPEED MEETINGS

http://www.ciso360asia.com/

