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Ransomware is no longer a hypothetical threat, it’s a reality for
fintech and tech companies holding sensitive data. Some
organisations have already had to make the impossible decision,
pay the ransom or risk devastating consequences. 

Would you pay? Others are still asking themselves what they
would do if faced with that moment.

 Join Reliance Cyber and host Pulse Conferences for an exclusive
closed-door roundtable, where we’ll discuss as a group the critical
musts every fintech and tech company must consider when
planning for ransomware and cyber incident response.

Expect an evening of insightful discussion, expert perspectives,
and peer-to-peer knowledge sharing, covering: 

Lessons from real-world ransomware incidents – what
worked, what didn’t.
Legal, operational, and financial implications of responding to
an attack.
Best practices for resilience – preparing your organisation to
make the right call.

This roundtable offers a rare opportunity to engage with fellow
CISOs and cybersecurity peers and to share experiences. Walk
away with practical strategies for strengthening your organisation's
response strategies and defences. Don’t miss the chance to be
part of this dynamic, solution-focused conversation.

We are thrilled to have secured Rules as the venue for what
promises to be a dynamic group discussion between CISO peers.
More than just a restaurant, Rules is a living relic of London’s past!

Yours sincerely,
Team Pulse
Pulse Conferences

RANSOMWARE & INCIDENT RESPONSE

18:30 – 19:30:  Welcome drinks and
introductions as guests arr ive before we sit
together as a group for dinner .
19:30 – 22:00: Discussion whi le dinner is
served.  Conversational  and dynamic,  a l l
guests are invited to input .
22:00 – 22:30:  Wrap-ups and coffee
off icia l ly br ing a close to the proceedings.
22:30 – Late:  Optional  dr inks at the bar .

EVENT AGENDA

Reliance Cyber delivers world class cybersecurity services
tailored to the unique needs of our customers. With extensive
in-house expertise and advanced technology, we protect
organisations across a wide range of sectors—from enterprise
to government—against the most sophisticated threats,
including those from nation-state actors. Our teams safeguard
critical assets, people, data, and reputations, allowing
customers to focus on their core business objectives with
confidence.
www.reliancecyber.com

ABOUT OUR SPONSOR

WWW.CISO360ROUNDTABLE.COM

VENUE
Rules  -  The Graham Greene Room 
35 Maiden Lane
Covent Garden
WC2E 7LB
https://rules.co.uk/
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WHY JOIN A PULSE 360 ROUNDTABLE?
Forge Connections Locally: Expand your professional network with CISO peers local to you.
Candid Conversations: Engage in open and honest dialogue under the Chatham House Rule.
Always Practitioner-Led, Sales-Free: Designed ‘by, with, and for’ the cybersecurity community, while the event is
sponsored, the focus remains entirely on knowledge sharing, with our trusted sponsor representatives acting as strategic
contributors, offering real-world insights rather than sales pitches.
Actionable Takeaways: Share journeys and learn what works (and what doesn’t) to uncover best practices and strategies. 
Stay on the Pulse: Discuss the most pressing and locally relevant security challenges facing your peers today.
Private Fine-Dining Experience: Enjoy a memorable evening in top private dining settings, selected for their atmosphere.
Ongoing Engagement: Return to the office equipped with actionable insights and a strengthened professional network,
ready to tackle challenges with fresh perspectives. The event itself is not the end!

ABOUT THE VENUE: 
RULES - THE GRAHAM GREENE ROOM 
LONDON
Rules is a living testament to London’s cultural history,
where literary giants like Charles Dikens, Wiliam Makepeace,
Thackeray, and H.G. Wells have dined. It has been an
unofficial ‘green room’ for the entertainment industry,
hosting legendary actors from Henry Irving to Laurence
Olivier and cinema icons like Buster Keaton and Charlie
Chaplin.

When you visit Rules, you’ll see the walls adorned with
countless drawings, paintings, and cartoons capturing this
star-studded past. Rules stands as a heritage restaurant,
fulfilling the desire for the extraordinary and allowing you to
dine amidst the echoes of the greats who have graced
these rooms.

The Rules restaurant has always been synonymous with
serving traditional British cuisine at its finest. We specialise
in classic game cookery, oysters, pies, and puddings, and
the restaurant offers an unparalleled culinary journey
through Britain’s gastronomic history.

ABOUT THE CO-STEERS 
DISCUSSION WILL BE CO-STEERED BY A
FELLOW CISO + STRATEGIST

CISOs, CIOs, CTOs, and senior cybersecurity practitioners from
fintech and technology companies. 

*No vendors/suppliers are permitted unless the individual is in a
senior cybersecurity role / CISO. No sales, marketing, or media
are permitted.
** There is a limit of two individuals per organisation.

INVITED PARTICIPANTS

Details to follow.
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